**נספח א' - טופס הגשת הצעה**

לכבוד

משרד מבקר המדינה ונציב תלונות הציבור

**הנדון : הצעה למכרז מס' 49/2020 למתן שירותי ייעוץ בתחום הגנת מידע וסייבר**

1. אני החתום מטה מציע בזה את שירותי לביצוע העבודה שבנדון, בהתאם לתנאי המכרז.
2. אני מגיש הצעתי עבור האשכולות הבאים (**יש לסמן**):

* **אשכול מס' 1 - ליווי וייעוץ בביקורות בתחום הסייבר בגופים מבוקרים**.
* **אשכול מס' 2 - ביצוע מבדקי חדירה בגופים מבוקרים**

1. הנני מצהיר ומאשר שקראתי והבנתי את כל התנאים המפורטים והנדרשים במסמכי המכרז הנ"ל על כל נספחיו, ומתחייב בזה למלא אחר כל התנאים והדרישות לשביעות רצונכם המלאה.
2. אני חותם בזה על נוסח ההסכם (נספח ג').
3. **העדר ניגוד עניינים**: להלן מפורטים כל הקשרים המקצועיים, העסקיים והאישיים עם גורמים אחרים העלולים ליצור ניגוד אינטרסים עם מתן השירותים בהתאם להצעה זו (לעניין זה יש לפרט גם קשרים של בני משפחה או תאגידים) :

|  |  |  |  |
| --- | --- | --- | --- |
| שם הגוף המבוקר / הלקוח | מועדי מתן השירותים | פירוט השירותים בהרחבה | פירוט החשש לניגוד עניינים |
|  |  |  |  |
|  |  |  |  |

* ניתן לצרף את הטבלה כטבלה נפרדת באותו המבנה.

להלן פירוט ניגוד עניינים עם משרד מבקר המדינה ונציב תלונות הציבור (ימולא במידה ורלוונטי):

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

1. אנו מצהירים בזאת כי אין לנו או לבן משפחתנו או לתאגידים הקשורים עמנו כל ניגוד עניינים עם גורמים אחרים העלולים ליצור ניגוד אינטרסים עם מתן שירותינו למשרד בהתאם להצעה זו, במידה ויתגלה חשש לניגוד עניינים כאמור, אודיע על כך בהקדם האפשרי לאחראי מטעם המשרד.
2. להלן העמודים בהצעתי העלולים לחשוף סוד מסחרי או סוד מקצועי. וכן הנימוק למניעת החשיפה:

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**ידוע לי כי נתונים בהצעתי הנוגעים לעלויות ולהוכחת עמידה בדרישות הסף, אינם חסויים. הכל בכפוף לאמור במסמכי המכרז. בכל מקרה ידוע לי כי הסמכות להחליט אם מסמך כלשהו חסוי או לא, הינה של ועדת המכרזים של המזמין אשר תפעל בעניין זה עפ"י שיקול דעתה הבלעדי והמוחלט.**

1. אני מצהיר בזאת כי ידוע לי שכל המסמכים המצורפים להצעתנו זו וחתומים על ידי מהווים חלק בלתי נפרד מהסכם ההתקשרות שיחתם באם נזכה במכרז, ויש לראותם כמשלימים אותו; ואולם, בכל מקרה של ניגוד בין תנאי כלשהו המופיע במסמכים האמורים, המצורפים להצעה זו, ובין תנאי כלשהו המופיע בהסכם, תהיה עדיפות לתנאי המופיע בהסכם.
2. **לתשומת לב המציעים: פירוט תנאי הסף בחוברת ההצעה נועד לנוחות המציעים בלבד.**

**בכל מקרה של סתירה בין ניסוח תנאי הסף בחוברת ההצעה זה לבין תנאי הסף המפורטים במפרט המכרז, נוסח תנאי הסף במפרט המכרז גובר.**

**ככל שנשמט פרט שיש לפרטו בהתאם למפרט המכרז מחוברת ההצעה, יש לפרטו בהתאם לנדרש במפרט המכרז.**

**פרטים על הגוף המציע:**

|  |  |
| --- | --- |
| * 1. שם המציע: |  |
| * 1. המס' המזהה (מספר חברה, ת.ז.): |  |
| * 1. סוג התארגנות (חברה, שותפות): |  |
| * 1. תאריך התארגנות: |  |
| * 1. שמות הבעלים (במקרה של חברה, שותפות): |  |
| * 1. שמות המוסמכים לחתום ולהתחייב בשם המציע ומספרי ת.ז. שלהם: |  |
| * 1. שם המנהל הכללי: |  |
| * 1. מען המציע (כולל מיקוד): |  |
| * 1. איש הקשר למכרז זה: |  |
| * 1. טלפונים: |  |
| * 1. פקסימיליה: |  |
| * 1. מס' טלפון נייד: |  |
| * 1. כתובת דואר אלקטרוני: |  |

**הנני מצהיר כי הפרטים שמסרתי הינם נכונים.**

|  |  |  |
| --- | --- | --- |
|  |  |  |
| תאריך | שם נציג המציע | חתימת המציע וחותמת |

1. **מ****סמכים, אישורים ונספחים מצורפים**

יש לצרף את המסמכים המפורטים להלן ממוספרים ולפי הסדר הבא: ליד כל שורה יש לסמן האם צורפה או לא צורפה להצעה.

**מובהר למען הסר ספק כי הטבלה שלהלן ומלוא הטבלאות בחוברת ההצעה, מובאות לנוחות המציעים בלבד, ובכל מקרה, גוברות הוראות המכרז ועל המציעים לפעול ולהוכיח את תנאי הסף שבמכרז כלשונם במכרז**.

|  |  |  |
| --- | --- | --- |
| **סעיף במכרז** | **הנושא** | **ההוכחה** |
| **הוכחות על עמידה בתנאי סף** | | |
|  | אישור המצהיר כי המציע רשום במרשם המתנהל על פי דין | תעודה רשמית בהתאם לפירוט בסעיף ‎13.1 |
| ‎12.1.1 | אישורים הנדרשים לפי חוק עסקאות וגופים ציבוריים (אכיפת ניהול חשבונות ותשלום חובות מס) תשל"ו – 1976 | אישור מפקיד שומה מורשה, מרואה חשבון או מיועץ מס, המעיד על ניהול פנקסי חשבונות ורשומות לפי חוק עסקאות גופים ציבוריים (אכיפת ניהול חשבונות ותשלום חובות מס), התשל"ו- 1976 ואישור ניכוי מס. |
| ‎12.1.2.2 | תצהיר בדבר היעדר הרשעות לפי חוק עובדים זרים וחוק שכר מינימום | נספח א'1 חתום כדין |
| ‎12.1.3 | במידה והמציע תאגיד - המציע אינו בעל חובות אגרה שנתית ברשות התאגידים בשנים שקדמו לשנה שבה מוגשת ההצעה ואינו חברה מפרת חוק או בהתראה לפני רישום כחברה מפרת חוק | נסח חברה |
| ‎12.1.4 | המציע מקיים את החקיקה בתחום העסקת עובדים. | נספח א'2 חתום כדין |
| ‎12.1.5 | המציע מתחייב לא לתאם הצעות במכרז. | נספח א'4 חתום כדין |
| ‎12.1.6 | המציע מצהיר כי יעשה שימוש בתוכנות מקור | נספח א'3 חתום כדין |
| ‎12.1.7 | המציע מקיים את הוראות סעיף 9 לחוק שוויון זכויות לאנשים עם מוגבלות | נספח א'5 חתום כדין |
| ‎12.1.8 | אין חשש לקיומו של המציע כעסק חי | אישור רואה חשבון בנוסח נספח א'8 |
| ‎12.2 | ניסיון המציע וחברי הצוות | נספח א' - טופס הגשת הצעה |
| **הוכחות עמידה בדרישות נוספות** | | |
|  | אישורים והצהרה לשם הוכחת עסק בשליטת אישה | אישור ותצהיר נספח א'7 |
|  | אישור עורך דין בדבר המוסמכים להתחייב בשם המציע | נספח א'6 |

1. **ניסיון מקצועי של המציע**
   1. למציע ותק של \_\_\_\_\_\_\_\_ שנים (**יש להשלים**) במתן שירותי ייעוץ בתחום הסייבר.
   2. למציע ניסיון במתן ייעוץ בתחום הסייבר לחמישה לקוחות שונים לפחות, במהלך חמש השנים שקדמו למועד הגשת ההצעות, כאשר השירות לכל לקוח בנפרד כלל את המרכיבים המנויים בסעיף ‎12.2.1.3 למכרז.

יש להראות נסיון העולה על תנאי הסף לצורך ניקוד איכות ההצעה.

|  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- |
| **שם הלקוח** | **פרטי איש הקשר** | **פרטי ההתקשרות** | **מס' המועסקים אצל הלקוח** | **מועד תחילת מתן השירות (חודש ושנה)** | **מועד סיום מתן השירות (חודש ושנה)** | **רכיבי השירות שניתן (יש לסמן)** | **פירוט רלוונטי נוסף** |
|  |  |  |  |  |  | * מתן חוות דעת מקצועית בסוגיות בתחום הגנת הסייבר * בניית סקרי סיכונים בתחום הגנת מידע וסייבר * ניתוח סקרי סיכונים בתחום הגנת הסייבר. * בנייה של אסטרטגיה ארגונית בתחום הגנת המידע והסייבר ולרבות - קביעת האסטרטגיה, תכנית עבודה רב שנתית ונהלים, תקציב, פיקוח ובקרה עליה * ביצוע ביקורת ציות בתחום הגנת הסייבר. * ביצוע ביקורות אצל הלקוח לצורך בחינת עמידה באסטרטגיה הארגונית בתחום הגנת המידע * גיבוש תכנית עבודה הנגזרת מניתוח תוצאות סקר סיכונים ללקוח * ביצוע מבדקי חדירה |  |
|  |  |  |  |  |  | * מתן חוות דעת מקצועית בסוגיות בתחום הגנת הסייבר * בניית סקרי סיכונים בתחום הגנת מידע וסייבר * ניתוח סקרי סיכונים בתחום הגנת הסייבר. * בנייה של אסטרטגיה ארגונית בתחום הגנת המידע והסייבר ולרבות - קביעת האסטרטגיה, תכנית עבודה רב שנתית ונהלים, תקציב, פיקוח ובקרה עליה * ביצוע ביקורת ציות בתחום הגנת הסייבר. * ביצוע ביקורות אצל הלקוח לצורך בחינת עמידה באסטרטגיה הארגונית בתחום הגנת המידע * גיבוש תכנית עבודה הנגזרת מניתוח תוצאות סקר סיכונים ללקוח * ביצוע מבדקי חדירה |  |
|  |  |  |  |  |  | * מתן חוות דעת מקצועית בסוגיות בתחום הגנת הסייבר * בניית סקרי סיכונים בתחום הגנת מידע וסייבר * ניתוח סקרי סיכונים בתחום הגנת הסייבר. * בנייה של אסטרטגיה ארגונית בתחום הגנת המידע והסייבר ולרבות - קביעת האסטרטגיה, תכנית עבודה רב שנתית ונהלים, תקציב, פיקוח ובקרה עליה * ביצוע ביקורת ציות בתחום הגנת הסייבר. * ביצוע ביקורות אצל הלקוח לצורך בחינת עמידה באסטרטגיה הארגונית בתחום הגנת המידע * גיבוש תכנית עבודה הנגזרת מניתוח תוצאות סקר סיכונים ללקוח * ביצוע מבדקי חדירה |  |
|  |  |  |  |  |  | * מתן חוות דעת מקצועית בסוגיות בתחום הגנת הסייבר * בניית סקרי סיכונים בתחום הגנת מידע וסייבר * ניתוח סקרי סיכונים בתחום הגנת הסייבר. * בנייה של אסטרטגיה ארגונית בתחום הגנת המידע והסייבר ולרבות - קביעת האסטרטגיה, תכנית עבודה רב שנתית ונהלים, תקציב, פיקוח ובקרה עליה * ביצוע ביקורת ציות בתחום הגנת הסייבר. * ביצוע ביקורות אצל הלקוח לצורך בחינת עמידה באסטרטגיה הארגונית בתחום הגנת המידע * גיבוש תכנית עבודה הנגזרת מניתוח תוצאות סקר סיכונים ללקוח * ביצוע מבדקי חדירה |  |
|  |  |  |  |  |  | * מתן חוות דעת מקצועית בסוגיות בתחום הגנת הסייבר * בניית סקרי סיכונים בתחום הגנת מידע וסייבר * ניתוח סקרי סיכונים בתחום הגנת הסייבר. * בנייה של אסטרטגיה ארגונית בתחום הגנת המידע והסייבר ולרבות - קביעת האסטרטגיה, תכנית עבודה רב שנתית ונהלים, תקציב, פיקוח ובקרה עליה * ביצוע ביקורת ציות בתחום הגנת הסייבר. * ביצוע ביקורות אצל הלקוח לצורך בחינת עמידה באסטרטגיה הארגונית בתחום הגנת המידע * גיבוש תכנית עבודה הנגזרת מניתוח תוצאות סקר סיכונים ללקוח * ביצוע מבדקי חדירה |  |

**במידה שלא יצוינו החודשים בעמודת "מועדי אספקת השירותים", ימנה הניסיון מחודש דצמבר בשנת תחילת מתן השירות עד חודש ינואר בשנת סיום השרות.**

**ניתן להוסיף שורות לטבלה במידת הצורך.**

1. **נסיון מקצועי של ראש הצוות, למציעים עבור אשכול מס' 1 - לווי וייעוץ בתחום הסייבר**
   1. הנני \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_(שם מלא) בעל ת.ז\_\_\_\_\_\_\_\_\_\_\_\_\_ מצהיר בשםהמציע כי באשר לפרטי ראש הצוות המוצע עבור אשכול מס' 1:

* שם ראש הצוות המוצע \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ (שם מלא) בעל ת.ז\_\_\_\_\_\_\_\_\_\_\_\_\_
  1. **השכלה והכשרה: (לצורך הוכחת תנאי סף ‎12.2.2.1.1 וניקוד איכות ההצעה בסעיף ‎14.2.4)**

|  |  |  |  |
| --- | --- | --- | --- |
| **שם התואר /**  **ההכשרה** | **שם המוסד** | **תאריך סיום הלימודים** | **סוג תואר/ תעודה** |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |

* במידה שהתקבלה תעודה/תואר יש לרשום את מועד קבלת התעודה/תואר.
* יש לצרף צילום תעודות.
* יש לצרף קו"ח.
  1. ראש הצוות מחזיק / לא מחזיק (**יש לסמן את האופציה המתאימה**) מחזיק בהכשר בטחוני מהשב"כ (סיווג 2).
  2. לראש הצוות ניסיון של \_\_\_\_\_\_\_\_ שנים (**יש להשלים**) במתן שירותי ייעוץ בתחום הגנת מידע וסייבר.
  3. לראש הצוות ניסיון של \_\_\_\_\_\_\_\_\_\_ שנים (**יש להשלים**) בניהול של \_\_\_\_\_\_ עובדים (**יש להשלים**).
  4. לראש הצוות ניסיון במתן ייעוץ בתחום הגנת מידע וסייבר לחמישה לקוחות שונים לפחות, במהלך חמש השנים שקדמו למועד הגשת ההצעות, כאשר השירות לכל לקוח בנפרד כלל את כל הנדרש במסגרת תנאי סף ‎12.2.1.3 למכרז.

יש להראות נסיון העולה על הנדרש בתנאי הסף לצורך ניקוד איכות ההצעה.

|  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- |
| **שם הלקוח** | **פרטי איש הקשר** | **פרטי ההתקשרות** | **מס' המועסקים אצל הלקוח** | **היקף שעות השירות ללקוח** | **מועד תחילת מתן השירות (חודש ושנה)** | **מועד סיום מתן השירות (חודש ושנה)** | **רכיבי השירות שניתן (יש לסמן)** |
|  |  |  |  |  |  |  | * מתן חוות דעת מקצועית בסוגיות בתחום הגנת הסייבר. * בניית סקרי סיכונים * בנייה של אסטרטגיה ארגונית בתחום הגנת המידע והסייבר ולרבות - קביעת האסטרטגיה, תכנית עבודה רב שנתית ונהלים, תקציב, פיקוח ובקרה עליה * ביצוע ביקורות אצל הלקוח לצורך בחינת עמידה באסטרטגיה הארגונית בתחום הגנת המידע * גיבוש תכנית עבודה הנגזרת מניתוח תוצאות סקר סיכונים ללקוח |
|  |  |  |  |  |  |  | * מתן חוות דעת מקצועית בסוגיות בתחום הגנת הסייבר. * בניית סקרי סיכונים * בנייה של אסטרטגיה ארגונית בתחום הגנת המידע והסייבר ולרבות - קביעת האסטרטגיה, תכנית עבודה רב שנתית ונהלים, תקציב, פיקוח ובקרה עליה * ביצוע ביקורות אצל הלקוח לצורך בחינת עמידה באסטרטגיה הארגונית בתחום הגנת המידע * גיבוש תכנית עבודה הנגזרת מניתוח תוצאות סקר סיכונים ללקוח |
|  |  |  |  |  |  |  | * מתן חוות דעת מקצועית בסוגיות בתחום הגנת הסייבר. * בניית סקרי סיכונים * בנייה של אסטרטגיה ארגונית בתחום הגנת המידע והסייבר ולרבות - קביעת האסטרטגיה, תכנית עבודה רב שנתית ונהלים, תקציב, פיקוח ובקרה עליה * ביצוע ביקורות אצל הלקוח לצורך בחינת עמידה באסטרטגיה הארגונית בתחום הגנת המידע * גיבוש תכנית עבודה הנגזרת מניתוח תוצאות סקר סיכונים ללקוח |
|  |  |  |  |  |  |  | * מתן חוות דעת מקצועית בסוגיות בתחום הגנת הסייבר. * בניית סקרי סיכונים * בנייה של אסטרטגיה ארגונית בתחום הגנת המידע והסייבר ולרבות - קביעת האסטרטגיה, תכנית עבודה רב שנתית ונהלים, תקציב, פיקוח ובקרה עליה * ביצוע ביקורות אצל הלקוח לצורך בחינת עמידה באסטרטגיה הארגונית בתחום הגנת המידע * גיבוש תכנית עבודה הנגזרת מניתוח תוצאות סקר סיכונים ללקוח |
|  |  |  |  |  |  |  | * מתן חוות דעת מקצועית בסוגיות בתחום הגנת הסייבר. * בניית סקרי סיכונים * בנייה של אסטרטגיה ארגונית בתחום הגנת המידע והסייבר ולרבות - קביעת האסטרטגיה, תכנית עבודה רב שנתית ונהלים, תקציב, פיקוח ובקרה עליה * ביצוע ביקורות אצל הלקוח לצורך בחינת עמידה באסטרטגיה הארגונית בתחום הגנת המידע * גיבוש תכנית עבודה הנגזרת מניתוח תוצאות סקר סיכונים ללקוח |
|  |  |  |  |  |  |  | * מתן חוות דעת מקצועית בסוגיות בתחום הגנת הסייבר. * בניית סקרי סיכונים * בנייה של אסטרטגיה ארגונית בתחום הגנת המידע והסייבר ולרבות - קביעת האסטרטגיה, תכנית עבודה רב שנתית ונהלים, תקציב, פיקוח ובקרה עליה * ביצוע ביקורות אצל הלקוח לצורך בחינת עמידה באסטרטגיה הארגונית בתחום הגנת המידע * גיבוש תכנית עבודה הנגזרת מניתוח תוצאות סקר סיכונים ללקוח |
|  |  |  |  |  |  |  | * מתן חוות דעת מקצועית בסוגיות בתחום הגנת הסייבר. * בניית סקרי סיכונים * בנייה של אסטרטגיה ארגונית בתחום הגנת המידע והסייבר ולרבות - קביעת האסטרטגיה, תכנית עבודה רב שנתית ונהלים, תקציב, פיקוח ובקרה עליה * ביצוע ביקורות אצל הלקוח לצורך בחינת עמידה באסטרטגיה הארגונית בתחום הגנת המידע * גיבוש תכנית עבודה הנגזרת מניתוח תוצאות סקר סיכונים ללקוח |

**במידה שלא יצוינו החודשים בעמודת "מועדי אספקת השירותים", ימנה הניסיון מחודש דצמבר בשנת תחילת מתן השירות עד חודש ינואר בשנת סיום השרות.**

**ניתן להוסיף שורות לטבלה במידת הצורך.**

1. **נסיון מקצועי של חבר צוות 1, למציעים עבור אשכול מס' 1 - לווי וייעוץ בתחום הסייבר**
   1. הנני \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_(שם מלא) בעל ת.ז\_\_\_\_\_\_\_\_\_\_\_\_\_ מצהיר בשםהמציע כי באשר לפרטי חבר הצוות המוצע עבור אשכול מס' 1:

* שם חבר הצוות המוצע \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ (שם מלא) בעל ת.ז\_\_\_\_\_\_\_\_\_\_\_\_\_
  1. **השכלה והכשרה: (לצורך הוכחת תנאי סף ‎12.2.2.2.1 וניקוד איכות ההצעה בסעיף ‎14.2.4)**

|  |  |  |  |
| --- | --- | --- | --- |
| **שם התואר /**  **ההכשרה** | **שם המוסד** | **תאריך סיום הלימודים** | **סוג תואר/ תעודה** |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |

* במידה שהתקבלה תעודה/תואר יש לרשום את מועד קבלת התעודה/תואר.
* יש לצרף צילום תעודות.
* יש לצרף קו"ח.
  1. חבר הצוות מחזיק / לא מחזיק (**יש לסמן את האופציה המתאימה**) מחזיק בהכשר בטחוני מהשב"כ (סיווג 2).
  2. לחבר הצוות ניסיון של \_\_\_\_\_\_\_\_ שנים (**יש להשלים**) במתן שירותי ייעוץ בתחום הגנת מידע וסייבר.
  3. לחבר הצוות ניסיון במתן ייעוץ בתחום הסייבר לשלושה לקוחות שונים לפחות, במהלך חמש השנים שקדמו למועד הגשת ההצעות, כאשר השירות לכל לקוח בנפרד כלל את כל הנדרש במסגרת תנאי סף ‎12.2.2.2.3 למכרז.

יש להראות נסיון העולה על הנדרש בתנאי הסף לצורך ניקוד איכות ההצעה.

|  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- |
| **שם הלקוח** | **פרטי איש הקשר** | **פרטי ההתקשרות** | **מס' המועסקים אצל הלקוח** | **היקף שעות השירות ללקוח** | **מועד תחילת מתן השירות (חודש ושנה)** | **מועד סיום מתן השירות (חודש ושנה)** | **רכיבי השירות שניתן (יש לסמן)** |
|  |  |  |  |  |  |  | * מתן חוות דעת מקצועית בסוגיות בתחום הגנת הסייבר. * בניית סקרי סיכונים * ניתוח סקרי סיכונים * בנייה של אסטרטגיה ארגונית בתחום הגנת המידע והסייבר ולרבות - קביעת האסטרטגיה, תכנית עבודה רב שנתית ונהלים, תקציב, פיקוח ובקרה עליה * ביצוע ביקורת ציות * ביצוע ביקורות אצל הלקוח לצורך בחינת עמידה באסטרטגיה הארגונית בתחום הגנת המידע * גיבוש תכנית עבודה הנגזרת מניתוח תוצאות סקר סיכונים ללקוח |
|  |  |  |  |  |  |  | * מתן חוות דעת מקצועית בסוגיות בתחום הגנת הסייבר. * בניית סקרי סיכונים * ניתוח סקרי סיכונים * בנייה של אסטרטגיה ארגונית בתחום הגנת המידע והסייבר ולרבות - קביעת האסטרטגיה, תכנית עבודה רב שנתית ונהלים, תקציב, פיקוח ובקרה עליה * ביצוע ביקורת ציות * ביצוע ביקורות אצל הלקוח לצורך בחינת עמידה באסטרטגיה הארגונית בתחום הגנת המידע * גיבוש תכנית עבודה הנגזרת מניתוח תוצאות סקר סיכונים ללקוח |
|  |  |  |  |  |  |  | * מתן חוות דעת מקצועית בסוגיות בתחום הגנת הסייבר. * בניית סקרי סיכונים * ניתוח סקרי סיכונים * בנייה של אסטרטגיה ארגונית בתחום הגנת המידע והסייבר ולרבות - קביעת האסטרטגיה, תכנית עבודה רב שנתית ונהלים, תקציב, פיקוח ובקרה עליה * ביצוע ביקורת ציות * ביצוע ביקורות אצל הלקוח לצורך בחינת עמידה באסטרטגיה הארגונית בתחום הגנת המידע * גיבוש תכנית עבודה הנגזרת מניתוח תוצאות סקר סיכונים ללקוח |
|  |  |  |  |  |  |  | * מתן חוות דעת מקצועית בסוגיות בתחום הגנת הסייבר. * בניית סקרי סיכונים * ניתוח סקרי סיכונים * בנייה של אסטרטגיה ארגונית בתחום הגנת המידע והסייבר ולרבות - קביעת האסטרטגיה, תכנית עבודה רב שנתית ונהלים, תקציב, פיקוח ובקרה עליה * ביצוע ביקורת ציות * ביצוע ביקורות אצל הלקוח לצורך בחינת עמידה באסטרטגיה הארגונית בתחום הגנת המידע * גיבוש תכנית עבודה הנגזרת מניתוח תוצאות סקר סיכונים ללקוח |
|  |  |  |  |  |  |  | * מתן חוות דעת מקצועית בסוגיות בתחום הגנת הסייבר. * בניית סקרי סיכונים * ניתוח סקרי סיכונים * בנייה של אסטרטגיה ארגונית בתחום הגנת המידע והסייבר ולרבות - קביעת האסטרטגיה, תכנית עבודה רב שנתית ונהלים, תקציב, פיקוח ובקרה עליה * ביצוע ביקורת ציות * ביצוע ביקורות אצל הלקוח לצורך בחינת עמידה באסטרטגיה הארגונית בתחום הגנת המידע * גיבוש תכנית עבודה הנגזרת מניתוח תוצאות סקר סיכונים ללקוח |

**במידה שלא יצוינו החודשים בעמודת "מועדי אספקת השירותים", ימנה הניסיון מחודש דצמבר בשנת תחילת מתן השירות עד חודש ינואר בשנת סיום השרות.**

**ניתן להוסיף שורות לטבלה במידת הצורך.**

1. **נסיון מקצועי של חבר צוות 2, למציעים עבור אשכול מס' 1 - לווי וייעוץ בתחום הסייבר**
   1. הנני \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_(שם מלא) בעל ת.ז\_\_\_\_\_\_\_\_\_\_\_\_\_ מצהיר בשםהמציע כי באשר לפרטי חבר הצוות המוצע עבור אשכול מס' 1:

* שם חבר הצוות המוצע \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ (שם מלא) בעל ת.ז\_\_\_\_\_\_\_\_\_\_\_\_\_
  1. **השכלה והכשרה: (לצורך הוכחת תנאי סף ‎12.2.2.2.1 וניקוד איכות ההצעה בסעיף ‎14.2.4)**

|  |  |  |  |
| --- | --- | --- | --- |
| **שם התואר /**  **ההכשרה** | **שם המוסד** | **תאריך סיום הלימודים** | **סוג תואר/ תעודה** |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |

* במידה שהתקבלה תעודה/תואר יש לרשום את מועד קבלת התעודה/תואר.
* יש לצרף צילום תעודות.
* יש לצרף קו"ח.
  1. חבר הצוות מחזיק / לא מחזיק (**יש לסמן את האופציה המתאימה**) מחזיק בהכשר בטחוני מהשב"כ (סיווג 2).
  2. לחבר הצוות ניסיון של \_\_\_\_\_\_\_\_ שנים (**יש להשלים**) במתן שירותי ייעוץ בתחום הגנת מידע וסייבר.
  3. לחבר הצוות ניסיון במתן ייעוץ בתחום הסייבר לשלושה לקוחות שונים לפחות, במהלך חמש השנים שקדמו למועד הגשת ההצעות, כאשר השירות לכל לקוח בנפרד כלל את כל הנדרש במסגרת תנאי סף ‎12.2.2.2.3 למכרז.

יש להראות נסיון העולה על הנדרש בתנאי הסף לצורך ניקוד איכות ההצעה.

|  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- |
| **שם הלקוח** | **פרטי איש הקשר** | **פרטי ההתקשרות** | **מס' המועסקים אצל הלקוח** | **היקף שעות השירות ללקוח** | **מועד תחילת מתן השירות (חודש ושנה)** | **מועד סיום מתן השירות (חודש ושנה)** | **רכיבי השירות שניתן (יש לסמן)** |
|  |  |  |  |  |  |  | * מתן חוות דעת מקצועית בסוגיות בתחום הגנת הסייבר. * בניית סקרי סיכונים * ניתוח סקרי סיכונים * בנייה של אסטרטגיה ארגונית בתחום הגנת המידע והסייבר ולרבות - קביעת האסטרטגיה, תכנית עבודה רב שנתית ונהלים, תקציב, פיקוח ובקרה עליה * ביצוע ביקורת ציות * ביצוע ביקורות אצל הלקוח לצורך בחינת עמידה באסטרטגיה הארגונית בתחום הגנת המידע * גיבוש תכנית עבודה הנגזרת מניתוח תוצאות סקר סיכונים ללקוח |
|  |  |  |  |  |  |  | * מתן חוות דעת מקצועית בסוגיות בתחום הגנת הסייבר. * בניית סקרי סיכונים * ניתוח סקרי סיכונים * בנייה של אסטרטגיה ארגונית בתחום הגנת המידע והסייבר ולרבות - קביעת האסטרטגיה, תכנית עבודה רב שנתית ונהלים, תקציב, פיקוח ובקרה עליה * ביצוע ביקורת ציות * ביצוע ביקורות אצל הלקוח לצורך בחינת עמידה באסטרטגיה הארגונית בתחום הגנת המידע * גיבוש תכנית עבודה הנגזרת מניתוח תוצאות סקר סיכונים ללקוח |
|  |  |  |  |  |  |  | * מתן חוות דעת מקצועית בסוגיות בתחום הגנת הסייבר. * בניית סקרי סיכונים * ניתוח סקרי סיכונים * בנייה של אסטרטגיה ארגונית בתחום הגנת המידע והסייבר ולרבות - קביעת האסטרטגיה, תכנית עבודה רב שנתית ונהלים, תקציב, פיקוח ובקרה עליה * ביצוע ביקורת ציות * ביצוע ביקורות אצל הלקוח לצורך בחינת עמידה באסטרטגיה הארגונית בתחום הגנת המידע * גיבוש תכנית עבודה הנגזרת מניתוח תוצאות סקר סיכונים ללקוח |
|  |  |  |  |  |  |  | * מתן חוות דעת מקצועית בסוגיות בתחום הגנת הסייבר. * בניית סקרי סיכונים * ניתוח סקרי סיכונים * בנייה של אסטרטגיה ארגונית בתחום הגנת המידע והסייבר ולרבות - קביעת האסטרטגיה, תכנית עבודה רב שנתית ונהלים, תקציב, פיקוח ובקרה עליה * ביצוע ביקורת ציות * ביצוע ביקורות אצל הלקוח לצורך בחינת עמידה באסטרטגיה הארגונית בתחום הגנת המידע * גיבוש תכנית עבודה הנגזרת מניתוח תוצאות סקר סיכונים ללקוח |
|  |  |  |  |  |  |  | * מתן חוות דעת מקצועית בסוגיות בתחום הגנת הסייבר. * בניית סקרי סיכונים * ניתוח סקרי סיכונים * בנייה של אסטרטגיה ארגונית בתחום הגנת המידע והסייבר ולרבות - קביעת האסטרטגיה, תכנית עבודה רב שנתית ונהלים, תקציב, פיקוח ובקרה עליה * ביצוע ביקורת ציות * ביצוע ביקורות אצל הלקוח לצורך בחינת עמידה באסטרטגיה הארגונית בתחום הגנת המידע * גיבוש תכנית עבודה הנגזרת מניתוח תוצאות סקר סיכונים ללקוח |

**במידה שלא יצוינו החודשים בעמודת "מועדי אספקת השירותים", ימנה הניסיון מחודש דצמבר בשנת תחילת מתן השירות עד חודש ינואר בשנת סיום השרות.**

**ניתן להוסיף שורות לטבלה במידת הצורך.**

1. **נסיון מקצועי של ראש הצוות, למציעים עבור אשכול מס' 2 - ביצוע מבדקי חדירה**
   1. הנני \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_(שם מלא) בעל ת.ז\_\_\_\_\_\_\_\_\_\_\_\_\_ מצהיר בשםהמציע כי באשר לפרטי ראש הצוות המוצע עבור אשכול מס' 2:

* שם ראש הצוות המוצע \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ (שם מלא) בעל ת.ז\_\_\_\_\_\_\_\_\_\_\_\_\_
  1. **השכלה והכשרה: (לצורך הוכחת תנאי סף ‎12.2.3.1.1 וניקוד איכות ההצעה בסעיף ‎14.2.4)**

|  |  |  |  |
| --- | --- | --- | --- |
| **שם התואר /**  **ההכשרה** | **שם המוסד** | **תאריך סיום הלימודים** | **סוג תואר/ תעודה** |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |

* במידה שהתקבלה תעודה/תואר יש לרשום את מועד קבלת התעודה/תואר.
* יש לצרף צילום תעודות.
* יש לצרף קו"ח.
  1. ראש הצוות מחזיק / לא מחזיק (**יש לסמן את האופציה המתאימה**) מחזיק בהכשר בטחוני מהשב"כ (סיווג 2).
  2. לראש הצוות ניסיון של \_\_\_\_\_\_\_\_ שנים (**יש להשלים**) במתן שירותי ייעוץ בתחום הסייבר.
  3. לראש הצוות ניסיון של \_\_\_\_\_\_\_\_\_\_ שנים (**יש להשלים**) בניהול של \_\_\_\_\_\_ עובדים (**יש להשלים**).
  4. לראש הצוות ניסיון ניסיון בביצוע מבדקי חדירה לחמישה לקוחות שונים, במהלך חמש השנים שקדמו למועד הגשת ההצעות, כאשר השירות לכל לקוח בנפרד כלל את כל הנדרש במסגרת תנאי סף ‎12.2.3.1.3 למכרז.

יש להראות נסיון העולה על הנדרש בתנאי הסף לצורך ניקוד איכות ההצעה.

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| **שם הלקוח** | **פרטי איש הקשר** | **פרטי ההתקשרות** | **מס' המועסקים אצל הלקוח** | **מועד תחילת מתן השירות (חודש ושנה)** | **מועד סיום מתן השירות (חודש ושנה)** | **רכיבי השירות שניתן (יש לסמן)** |
|  |  |  |  |  |  | * תכנון המבדקים והגדרת המערכות שבהן יבוצעו המבדקים, בהתאם למיפוי הסיכונים הרלוונטים אצל הלקוח. * ביצוע מבדקי חדירות אפליקטיביים ותשתיתיים למערכות החומרה והתוכנה הנפוצים שבשימוש הלקוח * ביקורות הגנה בסייבר - ביקורות זליגת מידע * חיקוי פעולות פריצה יזומות ממקור "ידידותי" * סריקת פגיעויות Vulnerabilities |
|  |  |  |  |  |  | * תכנון המבדקים והגדרת המערכות שבהן יבוצעו המבדקים, בהתאם למיפוי הסיכונים הרלוונטים אצל הלקוח. * ביצוע מבדקי חדירות אפליקטיביים ותשתיתיים למערכות החומרה והתוכנה הנפוצים שבשימוש הלקוח * ביקורות הגנה בסייבר - ביקורות זליגת מידע * חיקוי פעולות פריצה יזומות ממקור "ידידותי" * סריקת פגיעויות Vulnerabilities |
|  |  |  |  |  |  | * תכנון המבדקים והגדרת המערכות שבהן יבוצעו המבדקים, בהתאם למיפוי הסיכונים הרלוונטים אצל הלקוח. * ביצוע מבדקי חדירות אפליקטיביים ותשתיתיים למערכות החומרה והתוכנה הנפוצים שבשימוש הלקוח * ביקורות הגנה בסייבר - ביקורות זליגת מידע * חיקוי פעולות פריצה יזומות ממקור "ידידותי" * סריקת פגיעויות Vulnerabilities |
|  |  |  |  |  |  | * תכנון המבדקים והגדרת המערכות שבהן יבוצעו המבדקים, בהתאם למיפוי הסיכונים הרלוונטים אצל הלקוח. * ביצוע מבדקי חדירות אפליקטיביים ותשתיתיים למערכות החומרה והתוכנה הנפוצים שבשימוש הלקוח * ביקורות הגנה בסייבר - ביקורות זליגת מידע * חיקוי פעולות פריצה יזומות ממקור "ידידותי" * סריקת פגיעויות Vulnerabilities |
|  |  |  |  |  |  | * תכנון המבדקים והגדרת המערכות שבהן יבוצעו המבדקים, בהתאם למיפוי הסיכונים הרלוונטים אצל הלקוח. * ביצוע מבדקי חדירות אפליקטיביים ותשתיתיים למערכות החומרה והתוכנה הנפוצים שבשימוש הלקוח * ביקורות הגנה בסייבר - ביקורות זליגת מידע * חיקוי פעולות פריצה יזומות ממקור "ידידותי" * סריקת פגיעויות Vulnerabilities |
|  |  |  |  |  |  | * תכנון המבדקים והגדרת המערכות שבהן יבוצעו המבדקים, בהתאם למיפוי הסיכונים הרלוונטים אצל הלקוח. * ביצוע מבדקי חדירות אפליקטיביים ותשתיתיים למערכות החומרה והתוכנה הנפוצים שבשימוש הלקוח * ביקורות הגנה בסייבר - ביקורות זליגת מידע * חיקוי פעולות פריצה יזומות ממקור "ידידותי" * סריקת פגיעויות Vulnerabilities |
|  |  |  |  |  |  | * תכנון המבדקים והגדרת המערכות שבהן יבוצעו המבדקים, בהתאם למיפוי הסיכונים הרלוונטים אצל הלקוח. * ביצוע מבדקי חדירות אפליקטיביים ותשתיתיים למערכות החומרה והתוכנה הנפוצים שבשימוש הלקוח * ביקורות הגנה בסייבר - ביקורות זליגת מידע * חיקוי פעולות פריצה יזומות ממקור "ידידותי" * סריקת פגיעויות Vulnerabilities |

**במידה שלא יצוינו החודשים בעמודת "מועדי אספקת השירותים", ימנה הניסיון מחודש דצמבר בשנת תחילת מתן השירות עד חודש ינואר בשנת סיום השרות.**

**ניתן להוסיף שורות לטבלה במידת הצורך.**

1. **נסיון מקצועי של חבר צוות 1, למציעים עבור אשכול מס' 2 - ביצוע מבדקי חדירה**

הנני \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_(שם מלא) בעל ת.ז\_\_\_\_\_\_\_\_\_\_\_\_\_ מצהיר בשםהמציע כי באשר לפרטי חבר הצוות המוצע עבור אשכול מס' 2:

* שם חבר הצוות המוצע \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ (שם מלא) בעל ת.ז\_\_\_\_\_\_\_\_\_\_\_\_\_
  1. **השכלה והכשרה: (לצורך הוכחת תנאי סף ‎12.2.3.2.1 וניקוד איכות ההצעה בסעיף ‎14.2.4)**

|  |  |  |  |
| --- | --- | --- | --- |
| **שם התואר /**  **ההכשרה** | **שם המוסד** | **תאריך סיום הלימודים** | **סוג תואר/ תעודה** |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |

* במידה שהתקבלה תעודה/תואר יש לרשום את מועד קבלת התעודה/תואר.
* יש לצרף צילום תעודות.
* יש לצרף קו"ח.
  1. חבר הצוות מחזיק / לא מחזיק (**יש לסמן את האופציה המתאימה**) מחזיק בהכשר בטחוני מהשב"כ (סיווג 2).
  2. לחבר הצוות ניסיון של \_\_\_\_\_\_\_\_ שנים (**יש להשלים**) במתן שירותי ייעוץ בתחום הסייבר.
  3. לחבר הצוות ניסיון בביצוע מבדקי חדירה לשלושה לקוחות שונים לפחות, במהלך חמש השנים שקדמו למועד הגשת ההצעות, כאשר השירות לכל לקוח בנפרד כלל את כל הנדרש במסגרת תנאי סף ‎12.2.3.2.3 למכרז.

יש להראות נסיון העולה על הנדרש בתנאי הסף לצורך ניקוד איכות ההצעה.

|  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- |
| **שם הלקוח** | **פרטי איש הקשר** | **פרטי ההתקשרות** | **מס' המועסקים אצל הלקוח** | **היקף שעות השירות ללקוח** | **מועד תחילת מתן השירות (חודש ושנה)** | **מועד סיום מתן השירות (חודש ושנה)** | **רכיבי השירות שניתן (יש לסמן)** |
|  |  |  |  |  |  |  | * תכנון המבדקים והגדרת המערכות שבהן יבוצעו המבדקים., בהתאם למיפוי הסיכונים הרלוונטים אצל הלקוח. * ביצוע מבדקי חדירות אפליקטיביים ותשתיתיים למערכות החומרה והתוכנה הנפוצים שבשימוש הלקוח * ביקורות הגנה בסייבר - ביקורות זליגת מידע * חיקוי פעולות פריצה יזומות ממקור "ידידותי" * סריקת פגיעויות Vulnerabilities |
|  |  |  |  |  |  |  | * תכנון המבדקים והגדרת המערכות שבהן יבוצעו המבדקים., בהתאם למיפוי הסיכונים הרלוונטים אצל הלקוח. * ביצוע מבדקי חדירות אפליקטיביים ותשתיתיים למערכות החומרה והתוכנה הנפוצים שבשימוש הלקוח * ביקורות הגנה בסייבר - ביקורות זליגת מידע * חיקוי פעולות פריצה יזומות ממקור "ידידותי" * סריקת פגיעויות Vulnerabilities |
|  |  |  |  |  |  |  | * תכנון המבדקים והגדרת המערכות שבהן יבוצעו המבדקים., בהתאם למיפוי הסיכונים הרלוונטים אצל הלקוח. * ביצוע מבדקי חדירות אפליקטיביים ותשתיתיים למערכות החומרה והתוכנה הנפוצים שבשימוש הלקוח * ביקורות הגנה בסייבר - ביקורות זליגת מידע * חיקוי פעולות פריצה יזומות ממקור "ידידותי" * סריקת פגיעויות Vulnerabilities |
|  |  |  |  |  |  |  | * תכנון המבדקים והגדרת המערכות שבהן יבוצעו המבדקים., בהתאם למיפוי הסיכונים הרלוונטים אצל הלקוח. * ביצוע מבדקי חדירות אפליקטיביים ותשתיתיים למערכות החומרה והתוכנה הנפוצים שבשימוש הלקוח * ביקורות הגנה בסייבר - ביקורות זליגת מידע * חיקוי פעולות פריצה יזומות ממקור "ידידותי" * סריקת פגיעויות Vulnerabilities |
|  |  |  |  |  |  |  | * תכנון המבדקים והגדרת המערכות שבהן יבוצעו המבדקים., בהתאם למיפוי הסיכונים הרלוונטים אצל הלקוח. * ביצוע מבדקי חדירות אפליקטיביים ותשתיתיים למערכות החומרה והתוכנה הנפוצים שבשימוש הלקוח * ביקורות הגנה בסייבר - ביקורות זליגת מידע * חיקוי פעולות פריצה יזומות ממקור "ידידותי" * סריקת פגיעויות Vulnerabilities |

**במידה שלא יצוינו החודשים בעמודת "מועדי אספקת השירותים", ימנה הניסיון מחודש דצמבר בשנת תחילת מתן השירות עד חודש ינואר בשנת סיום השרות.**

**ניתן להוסיף שורות לטבלה במידת הצורך.**

**הנני מצהיר כי הפרטים שמסרתי הינם נכונים.**

|  |  |  |
| --- | --- | --- |
|  |  |  |
| תאריך | שם החותם בשם המציע | חתימת המציע וחותמת |

**אישור עורך דין**

אני הח"מ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, עו"ד מאשר/ת כי ביום \_\_\_\_\_\_\_\_\_\_\_\_ הופיע/ה בפני במשרדי אשר ברחוב \_\_\_\_\_\_\_\_\_\_\_\_ בישוב/עיר \_\_\_\_\_\_\_\_\_\_\_\_ מר/גב' \_\_\_\_\_\_\_\_\_\_\_\_\_\_ שזיהה/תה עצמו/ה על ידי ת.ז. \_\_\_\_\_\_\_\_\_\_\_\_ /המוכר/ת לי באופן אישי, ואחרי שהזהרתיו/ה כי עליו/ה להצהיר אמת וכי יהיה/תהיה צפוי/ה לעונשים הקבועים בחוק אם לא יעשה/תעשה כן, חתם/ה בפני על התצהיר דלעיל.

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

תאריך מספר רישיון חתימה וחותמת